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EXECUTIVE SUMMARY  

¢ƘŜ ŘƛƎƛǘŀƭ ŜǊŀ ōŜŎŀƳŜ ŀ ǿƛŘŜǎǇǊŜŀŘ ǊŜŀƭƛǘȅ ƛƴ Ƴŀƴȅ ƻŦ ǘƘŜ ǿƻǊƭŘΩǎ ŀŘǾŀƴŎŜŘ ƴŀǘƛƻƴǎ ǿƘŜƴ /h±L5-19Ωǎ ŜȄǘǊŜƳŜ 
social and ǇƘȅǎƛŎŀƭ ŘƛǎǘŀƴŎƛƴƎ ƳŜŀǎǳǊŜǎ ōŜŎŀƳŜ ǇŀǊǘ ƻŦ ŜŀŎƘ ŎƻǳƴǘǊȅΩǎ ŜƳŜǊƎŜƴŎȅ ǊŜǎǇƻƴǎŜ ǘƻ ǘƘŜ ǇŀƴŘŜƳƛŎΦ 
 
In Saudi Arabia, along with countries such as Australia, Finland, Bahrain, South Korea, and the UK, decade-long 
investments in digital infrastructure, skills anŘ ŀǇǇƭƛŎŀǘƛƻƴǎ ǇǊƻǾƛŘŜŘ ŀƴ ΨƛƴǘŜǊƴŜǘ ŎǳǎƘƛƻƴΩ ŦƻǊ ǇƻǇǳƭŀǘƛƻƴǎ ǇƭŀŎŜŘ 
in lock-down for months. Home became the virtual workplace, school, primary health clinic, shopping service 
and entertainment center. On April 30, G20 Ministers responsible for the Digital Economy agreed on six areas 
of cooperation which would leverage digital technologies and relevant digital policies to strengthen and 
accelerate the collective response to COVID-19.  As part of this plan, the creation of a connected, secure, more 
resilient, trusted and efficient e-government is now viewed as an essential and instrumental component of 
national response measures.   
 
¢ƘŜ ²ƻǊƭŘ .ŀƴƪΩǎ ǇŀǊǘƴŜǊǎƘƛǇ ǿƛǘƘ ǘƘŜ ¸ŜǎǎŜǊ Ŝ-Government Program team on άKSA Smart Government: 
Opportunities for Leapfroggingέ ƛƴƛǘƛŀǘƛǾŜ, was approved in February 2020. Its purpose is to provide a strategic 
support to Yesser in assessing the current state of digital government in the country, with a view to 
recommending a roadmap to achieving an advanced level of digital maturity across the Kingdom, as envisaged 
ƛƴ ǘƘŜ ƴŀǘƛƻƴΩǎ ±ƛǎƛƻƴ нлолΦ 
 
With the dramatic societal and economic shifts forced by COVID-19, the planned field-based type of strategic 
assessment pivoted to a virtual assessment of the role that ŘƛƎƛǘŀƭ ƎƻǾŜǊƴƳŜƴǘ Ƙŀǎ ǇƭŀȅŜŘ ƛƴ ǘƘŜ YƛƴƎŘƻƳΩǎ 
immediate crisis response, as well as that of selected recognized leaders in digital government. It included a 
comparison of their experiences and captured the likely impact of accelerated digital adoption on the new 
normal in post-COVID times. An analytical framework was designed and data collection focused on 
understanding the nature of the 6 pillars spanning business continuity capability enabled by established digital 
foundations; and forward looking digital transformation effects on productivity, citizen-centric services, smart 
government (and clusters, and cities); data-driven modelling and decision-making and lifestyles (see Figure 1.). 
 

 
Figure 1: Digital Government COVID-19 Response: an analytical framework 

  

THE CURRENT STATUS THE WAY FORWARD 

DI GI TA L GOV ERN M EN T 

COVI D-19 RESPONSE:

AN ANALYTI CAL 
FRAM EWORK 

Analyzing current digital government's 
immediate and short-term COVID-19 
response measures:

1. Secure access to digital infrastructure
2. Ensure business continuity 
3. Secure access to information for 

citizens and businesses 

Providing insights and recommendations 
on the future of smart government 
through the lens of COVID-19 crisis:

4. Accelerate digital government 
transformation

5. Improve user-centric service delivery
6. Scale digital capabilities
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The emphasis of Part I captures Yesser e-ƎƻǾŜǊƴƳŜƴǘ ǇǊƻƎǊŀƳΩǎ ƻƴ-going digital support and contribution to 
the overall COVID-19 response in KSA. This covers the first three pillars of the framework.  This snapshot in time 
highlights the benefits and opportunities that a modern national digital infrastructure and capability can provide 
to a country in responding to a massive public health crisis and in securing business continuity during social 
distancing and extended homebased work. In Part II, the focus is on perspectives from KSA and other 
stakeholders and countries on the way forward for Digital Government ς covering the last three pillars of the 
framework. It builds on the lessons learned from the COVID response and on the changes in mindset and digital 
capabilities that have been accelerated during COVID-19.  
 
¢ƘŜ ŦƛƴŘƛƴƎǎ ƘƛƎƘƭƛƎƘǘ ǘƘŀǘ Y{!Ωǎ ŘƛƎƛǘŀƭ ŦƻǳƴŘŀǘƛƻƴǎ ƘŀǾŜ ǇǊƻǾƛŘŜŘ ǘƘŜ ƳŜŀƴǎ ǘƻ ǊŀǇƛŘƭȅ ŀŎŎƻƳƳƻŘŀǘŜ /h±L5-
19 lockdown measures by strengthening the communication and health system, and in providing essential 
business continuity capabilities. These have ensured high levels of digitally enabled reliable home-based work; 
e-learning and government e-services for the bulk of the population. This situation echoes the experiences of 
Australia, Bahrain, Finland and United Kingdom where, within a few days of government declarations, the digital 
infrastructure and government services delivery supported entire populations forced online in numbers and 
levels never experienced. In most countries, this exposed some system-wide weaknesses in various sectors as 
well as those people who suffered digital exclusion. It also demanded immediate responses from governments 
in terms of analogue complements. Policy, law and regulatory revisions were achieved in days, not the usual 
months; Artificial Intelligence (AI) and data-driven modelling and services were created; governments provided 
computers and broadband access to disadvantaged populations; internet companies modified internet speeds; 
whole-of-government coordination taskforces and National Cabinet Councils were established to overcome 
traditional and inefficient boundaries between ministries and jurisdictions provide some typical examples. 
 
Looking to the future, what has been understood to be digital government has changed forever.  Leaders have 
embraced digital and learnt what is possible, building new digital mindsets in the process. Citizens and 
businesses are likely to want to retain their new digital experiences; innovation, design and emerging 
technologies will combine to accelerate the development of new services and experiences. Whole-of-nation and 
whole-of-government decision-making will take advantage of AI and new sources of data; organizational 
interoperability will be essential to maintain high levels of responsiveness; privacy issues that have surfaced 
during the COVID-19 period with regard to tracing and tracking are forcing a new dialogue about control and 
trust; regulatory change and decay cycles will be faster; with digital inclusion and digital literacy for all people, 
women, youth, immigrant workers, low income groups forcing acknowledgement and action.  Such 
interventions will ultimately overcome the widespread and current fragmentation of government and 
leadership of the digital agenda. We anticipate that these will be the areas of adoption and reform that will be 
needed in KSA and leading digital nations.   
 
¢ƻ ǘƘƛǎ ŜƴŘΣ ǘƘŜ ƴŜȄǘ ǇƘŀǎŜ ƻŦ ǘƘŜ ǇŀǊǘƴŜǊǎƘƛǇ ƻƴ ǘƘŜ άY{! {ƳŀǊǘ DƻǾŜǊƴƳŜƴǘΥ hǇǇƻǊǘǳƴƛǘƛŜǎ ŦƻǊ [ŜŀǇŦǊƻƎƎƛƴƎέ 
initiative will finalize a digital government readiness assessment to complete the information gained from this 
study; and will work closely with the Yesser team and the broader digital ecosystem in the Kingdom and region 
to confirm the strategic milestones and capabilities needed for a strong digital economy and advanced citizen-
centered digital society as projected in Vision 2030. 
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The analysis in this report is based on research, interviews and consultations with Yesser senior team and 
external stakeholders including national, regional and international experts. The data on the response measures 
in KSA are primarily gathered during month of March and April and are provided by Yesser. The findings also 
benefit from analyzing digital nationsΩ informed practices for supporting immediate, medium and long-term 
recovery; as well as insights from an international webinar that was held on June 16th, to discuss the future of 
digital government seen through the lens of the COVID-19 crisis. The webinarΩǎ ŀƎŜƴŘŀ was structured along the 
lines of the six pillars.   
 
This report has its limitations. Travel bans and curfews have limited the possibility of expanded consultations 
on the ground and the opportunity to triangular the data and the findings. Certain aspects of the 6-pillar 
framework have also not been covered. Finally, as the focus is mainly on digital government capabilities, the 
report does not capture nor analyze the many medical and healthcare interventions for individual treatments 
or the economic impact of this continuing crisis. It is acknowledged that the situation and characteristics of 
COVID-19 spread have continued to change, especially with the reopening of the economy.   
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INTRODUCTION 

The Coronavirus (COVID-19) pandemic is a crisis unlike any other experienced in the last 100 years. The spread 
of infection has driven a sequence of events occurring at an overwhelming speed and scale. This has resulted in 
a massive public health consequence and at an individual level, a high degree of uncertainty, given rise to a 
sense of disorientation and anxiety and a feeling of loss of control that is demanding insightful leadership, 
institutional strength, cultural and social values, the modernity of health systems1 and an agile crisis 
management response.  
 
In terms of timeline, the first confirmed case was found in China on  December 7th,  20192. The World Health 
Organization (WHO) declared COVID-19 a pandemic on March 11th , 2020 (Figure 2). Governments in early 
affected countries have adopted different responses in terms of scale and timeline of their immediate 
emergency plans (Figure 3). In the Kingdom of Saudi Arabia (KSA), a total of 8,274 confirmed cases were 
announced by the Ministry of Health (MOH), and reported by Johns Hopkins C-19 Resource Center, to April 18th 
(Figure 4). This number has exponentially increased to reach a total of  20,077 cases by end of April 2020 
distributed across several clusters within the Kingdom (Figure 5). As of June 30th , the Kingdom had 194,225 
confirmed cases and 1698 deaths and 137,669 recovered3.  
 
 

 
Figure 2:Timeline of COVID-19 spread (WHO, 2020) 

 

 
 

 

1 https://asialink.unimelb.edu.au/insights/why-beating-virus-pandemics-requires-leadership-from-asia 
2 https://www.mdpi.com/1999-4915/12/2/244/htm 
3 https://coronavirus.jhu.edu/map.html 

Dec. 31st, 2019
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https://asialink.unimelb.edu.au/insights/why-beating-virus-pandemics-requires-leadership-from-asia
https://www.mdpi.com/1999-4915/12/2/244/htm
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Figure 3: Timeline of COVID-19 Dispersion and Government Response (Brookings Institution, 2020) 

 

Figure 4: Number of Total Cases in KSA: confirmed, recovered and deaths (MOH, 2020) 

 
Digital technologies and capabilities can help prevent, detect and respond to the COVID-19 pandemic and 
ensure business and social continuity.  Digital technologies will also be crucial in the rebuilding of economies 
and societies in the post-COVID era. The COVID-19 outbreak has forced governments around the world to shift 
towards a more virtual world through digital platforms and service delivery. The game-changing role of digital 
technologies in prevention, detection, response and recovery has been demonstrated in particular, in countries 
that had experienced previous epidemics and/or pandemics, and confronted the COVID-19 outbreaks early-on, 
most notably South Korea, as well as those that acted on expert epidemiological advice and interventions, now 
responsible for many use cases around the world.   
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Figure 5: Distribution of the total cases of COVID-19 in KSA (GOV.Sa) 

The KSA Government moved decisively to address the unprecedented effects and consequences of the 
coronavirus (COVID-19) global pandemic crisis. This move was evidenced by its decision to prevent overseas 
travelers from visiting Mecca and Medina starting in February  and taking immediate measures to ensure the 
safety of its citizens and residents through curfews and social distancing. A decision for suspending attendance 
at workplaces in all government agencies, except for critical functions (i.e. health, security, military and 
cybersecurity), was taken on March 16th.     
 
 
 
Digital Transformation and Digital Government in KSA:  
 
The KSA has achieved a high level of digital maturity over the last two decades, and these technology 
investments have paid off  in terms of effecting the countryΩs COVID-19 response leveraging on digital 
technologies. Ninety three percent of the total population of the Kingdom are Internet users, and 73 percent 
are conducting online purchases with any devices. These digital capabilities enabled the fast and immense 
change to economic and social life the Kingdom required in the last months. They have proven to provide a solid 
foundation for contributing to the COVID-19 emergency response and for ensuring business and social 
continuity.  At this critical time, Yesser - and the whole Ministry of Communications and Information Technology 
(MCIT) - has a leadership opportunity to amplify the effectiveness of the DƻǾŜǊƴƳŜƴǘΩǎ response measures.  
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The forthcoming biannual UNDESA 2020 eGovernment Survey Report will provide an important external 
comparison through its ƛƴǘŜǊƴŀǘƛƻƴŀƭ ŀǎǎŜǎǎƳŜƴǘ ƻŦ Y{!Ωǎ capabilities and position within the region and 
globally.  
 
The scope of digital transformation in KSA is based on a strategy that sets aspirational targets for digitalizing 
KSA within the context of Vision 2030.  This national digital transformation strategy (NDTS) identifies six priority 
sectors which have high socio-economic impact and disruption potential within KSA. It also identifies the key 
digital enablers that define standards and provide shared capabilities across data, security, e-Government, AI, 
infrastructure and connectivity to fulfil the digital requirements of these Priority Sectors (Figure 6).  
 
 
 

 
Figure 6: National Digital Transformation Strategy (NDTS) 

 
Over the last 15 years, the Saudi e-Government Program (Yesser) has evolved and developed three Action 
plans. The Third Action Plan (2018 - ) intends to build upon the outcomes and approaches that have been 
introduced earlier (Figure 7).  According to Yesser, the program is led by a Director-General, and the organization 
consists of 6 sectors and 267 staff with over 100 experts and specialists. Yesser has also established several 
partnerships with technology industry leaders and leverages the expertise of several technical advisers.   
 
 



   
 
 

5. | P a g e 
 
 

 

 
Figure 7: ̧ ŜǎǎŜǊΩǎ !Ŏǘƛƻƴ Ǉƭŀƴǎ 

The Ministry of Communications and Information Technology (MCIT) established the e-Government Program in 
2005 in conjunction with the Ministry of Finance and the Communication and Information Technology 
Commission (CITC). Supervision over the e-Government Program (Yesser) has been transferred to the National 
Committee for Digital Transformation which was constituted pursuant to the Royal Order no. (1/43801560) and 
dated 1/11/1438H, presided by the Minister of Economy and Planning. The Order provided that Minister of 
Communications and Information Technology is a member and vice president of the said Committee with 
membership of: Minister of Health, Minister of Commerce and Investment, Minister of Energy, Industry and 
Mineral Resources, Minister of Education, Minister of Finance, and Director of National Information Center, 
among others.  The royal order also highlighted that a unit under the name of άDigital Transformation Unitέ 
ǎƘŀƭƭ ōŜ ŦƻǊƳŜŘ ǿƛǘƘ ǎǳǇŜǊǾƛǎƛƻƴ ƻŦ ǘƘŜ /ƻƳƳƛǘǘŜŜΩǎ ǇǊŜǎƛŘŜƴǘΣ ǿƘƻ ǎƘŀƭƭ ŀǇǇƻƛƴǘ ǘƘŜ ¦ƴƛǘΩǎ ŜȄŜŎǳǘƛǾŜ ǇǊŜǎƛŘŜƴǘ 
to be then a member and secretary of the Committee. 

 

BOX 1: Yesser mandate and MCIT enabling role  
 
Yesser was established in 2005 with a mission to raise the productivity and efficiency of the 

public sector, provide better services to individuals and businesses, increase investment 

returns and provide the required information with high accuracy and in a timely manner. 

Digital transformation is a key enabler in realizing Saudi Arabiaôs Vision 2030 ïgeared 

toward creating a vibrant society, a thriving economy and an ambitious nation- by building 

a digital society, a digital economy and a digital nation. The National Committee for Digital 

Transformation is responsible for coordinating the national efforts on digital transformation 

including formulating policies and strategies, developing plans and ensuring integration of 

related initiatives and accelerate the implementation of digital transformation initiatives led 

by the Government entities. As such the responsibility for e-government is shared across all 

Ministries and agencies. 
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THE CURRENT STATUS 
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PART I: A RESPONSE FRAMEWORK 

Whilst the focus in the short term is to react and strengthen the national healthcare system to address the 
crisis, digital government is increasingly performing an important role to ensure continuity of business and 
delivery of government services. Policymakers are weighing a crucial tradeoff: economic costs of switching an 
economy to a physically distant mode using digital tools where possible, against the benefits of slowing the 
ǇŀƴŘŜƳƛŎΩǎ ǎǇǊŜŀŘ ŀƴŘ ŦƭŀǘǘŜƴƛƴƎ ƛts curve4. Other international organizations are also aggregating knowledge 
on potential Digital Government COVID-19 responses with UN DESA recently publishing a digital government 
framework with an emphasis on policy responses (Figure 8).  
 

 
Figure 8: Adapted from Digital Government Policy Response to COVID-19 (UN DESA, 2020) 

 

Digital Government remains a core enabler for securing digital public services that allow citizens to live with 

COVID-19-related response measures whilst undertaking their daily activities without leaving their homes. It 

also provides digital applications and tools that are needed for education and remote work as schools and offices 

close. Governments able to capitalize on their digital infrastructure, the applications and platforms, the related 

 
 

 

4 Digital Planet, 2020. https://sites.tufts.edu/digitalplanet/how-countries-around-the-world-are-prepared-to-work-in-a-
socially-distant-mode-using-digital-technologies/ 

SHORT- TERM :

REACT

ωUse digital platforms (e.g. online portals, social media for 
accurate and timely information-sharing
ωLead two-way communication with people and foster e-

participation (e.g. hackathons, brainstorming events)

ωProtect people's privacy and sensitive data and take into 
consideration unintended consequences of technologies

M I D- TERM :

RESOLVE

ωForm effective multi-stakeholder partnerships (e.g. 
private sector, international organizations, academia) 
on national, regional, and local levels

ωLeverage lessons learned and policy ideas from the 
ongoing crisis

LONG- TERM :

REINVENT

ωInvest in innovative technologies (e.g. AI, 
blockchain, robots, drones) to increase resilience 
of healthcare, the national economy and public 
services

ωRevisit data protection and privacy legislation 
along with lessons learned

DI GI TA L GOV ERN M EN T POLI CY RESPON SE TO COV I D- 1 9

https://sites.tufts.edu/digitalplanet/how-countries-around-the-world-are-prepared-to-work-in-a-socially-distant-mode-using-digital-technologies/
https://sites.tufts.edu/digitalplanet/how-countries-around-the-world-are-prepared-to-work-in-a-socially-distant-mode-using-digital-technologies/
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tools and the integrated processes and data behind the public services are thence able to rely on and improve 

the resilience of the state and manage the COVID-19 response simultaneously. 

 

The emphasis in Part I of the report is on analyzing the currenǘ ŘƛƎƛǘŀƭ ƎƻǾŜǊƴƳŜƴǘΩǎ ƛƳƳŜŘƛŀǘŜ ŀƴŘ ǎƘƻǊǘ-term 

COVID-19 response.  

 
Figure 9: Digital Government COVID-19 Response: an analytical framework - The current status 

1.1. SECURE ACCESS TO DIGITAL INFRASTRUCTURE   

Digital infrastructure5 and digitally enabled services and applications are essential to mitigate and contain the 
spread of COVID-19; cope with physical distancing measures; and ensure business continuity of government, 
community and private sectors. Unlike other public health crises, COVID-19 can infect every person and 
therefore the most effective response is through virtual communication channels that are delivered over good 
quality and resilient broadband infrastructure and using online digital services/products available to everyone. 
¢ƘŜ DƻǾŜǊƴƳŜƴǘΩǎ ŘƛƎƛǘŀƭ ƛƴŦǊŀǎǘǊǳŎǘǳǊŜ, including government platforms and secured networks, processes and 
stores the data that underpins the integrity of important government functions and public information systems. 
 
Globally, governments and companies have responded to this massive telecommunications and data demand 
during the COVID-19 period by: increasing speeds and data capacity, providing free services, opening up 
spectrum, enhanced network management, facilitating remote learning and continuity of business services, 
facilitating integrated data sharing and facilitating mobile money transactions.  Going forward, this calls for 

 
 

 

5 Digital infrastructure includes Broadband networks, datacenters, cloud computing services, and voice networks in 
certain countries. 

THE CURRENT STATUS THE WAY FORWARD 

DI GI TA L GOV ERN M EN T 

COVI D-19 RESPONSE:

AN ANALYTI CAL 
FRAM EWORK 

Analyzing current digital government's 
immediate and short-term COVID-19 
response measures:

1. Secure access to digital infrastructure
2. Ensure business continuity 
3. Secure access to information for 

citizens and businesses 

Providing insights and recommendations 
on the future of smart government 
through the lens of COVID-19 crisis:

4. Accelerate digital government 
transformation

5. Improve user-centric service delivery
6. Scale digital capabilities
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changes in network configuration, use of supplementary technologies, and access to available government 
infrastructure and resources to provide the needed connectivity. 

Cybersecurity and data protection 

According to the ITU Global Cybersecurity Index 2018 Saudi Arabia is the top ranked country in the Arab States 
with the highest score in the capacity building pillar and ranked as number 13 globally. Saudi Arabia shows a 
strong commitment to Cybersecurity capabilities with many initiatives, including the BADIR (Program for 
technology incubator), the MAEEN (Saudi Research and Innovation Network) and the SAFCSP (Saudi Federation 
for Cyber Security and Programming). 
 
Data traffic has generally increased by at least than 20% 6 since March in KSA. The telecommunications 
regulator CITC swiftly reinforced the appropriate changes in network configuration, enabled telecom regulators 
to ease the use of supplementary technologies, and access to available government infrastructure and resources 
to provide the needed connectivity.   
 
Vulnerability of digital communications to cybersecurity threats is also becoming more evident given the 
increased use of digital communications. This is particularly important for the health sector, including portals 
providing information on COVID-19, as well as digital transactions in general, whether they be for e-commerce 
platforms, mobile money or other services that have increased in popularity.   
 
COVID-19 related cyber-attacks began appearing since late January 2020 and have spread quickly. It is widely 
acknowledged by the expert community and public institutions globally that malicious actors are actively 
exploiting these new challenging circumstances to target remote workers, businesses and individuals alike. 
Reportedly, cyberattacks have increased 150% on the healthcare system since January 2020 according to WHO. 

Broadband networks and internet speed 

Today, 91% of the population in KSA is covered by mobile broadband 4G networks. The Kingdom is one of the 
first countries to deploy an infrastructure which is necessary to ensure 5G service and is investing in 6500 new 
towers, essential for the shorter radio wavelengths to provide effective coverage. Also, the speed of mobile 
Internet has multiplied about 5 times recently to reach 59.24 Mbps. This is due mainly to the freeing up of more 
than 1100 GHz from the frequency spectrum and making it available to operators, including Saudi Telecom 

 
 

 

6 http://pubdocs.worldbank.org/en/788991588006445890/Speedboat-Partners-COVID-19-Digital-Development-Joint-
Action-Plan.pdf 

 
 

 

http://pubdocs.worldbank.org/en/788991588006445890/Speedboat-Partners-COVID-19-Digital-Development-Joint-Action-Plan.pdf
http://pubdocs.worldbank.org/en/788991588006445890/Speedboat-Partners-COVID-19-Digital-Development-Joint-Action-Plan.pdf
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Company (STC), Mobily and Zain KSA - as well as Mobile Virtual Network Operators (MVNOs).  This has been of 
benefit to the population with the requirement for home-based isolation. 
 
In terms of fixed broadband, KSA was well prepared. The country has recently connected 1 million homes to 
fiber-to-the-home (FTTH) services in the period 2017-2018. A total of more than 3 million homes are currently 
connected in the country. !ŎŎƻǊŘƛƴƎ ǘƻ {ǇŜŜŘǘŜǎǘ LƴǘŜƭƭƛƎŜƴŎŜΣ ǘƘŜ ŎƻǳƴǘǊȅΩǎ ƳŜŀƴ ŘƻǿƴƭƻŀŘ ǎǇŜŜŘ ƻǾŜǊ ŦƛȄŜŘ 
broadband increased 97.2% in the same period.  {ŀǳŘƛ !ǊŀōƛŀΩǎ ŦƛȄŜŘ ōǊƻŀŘōŀƴŘ ǎǇŜŜŘ ǿŀǎ ǊƛǎƛƴƎ ŀǘ ŀ ŦŀǎǘŜǊ ǊŀǘŜ 
than several other countries in the last few years and has continued maintaining a relatively high-speed despite 
increase in demand due to the COVID-19 crisis. Saudi Arabia recently increased the mobile data frequency by 
30%.7 
 

 
Figure 10: Saudi Mobile and Fixed Broadband Speed, and Global Ranking (SpeedTest, 2020) 

 

The country is currently experiencing an increased demand in data and voice traffic over broadband networks 

(mobile and fixed) and platform-enabled digital services consumption patterns. This increase usually creates 

congestion and may impact quality of service in residential locations, which can affect the capability of 

 
 

 

7 Mr. Omar Al Rajraji, Deputy Governor - CITC.  
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government communications systems to respond to the crisis. In certain countries that implemented social 

distancing, voice calls have almost tripled8.  

 
In the last week of March 2020, the Communications and Information Technology Commission (CITC) revealed 
that since the implementation of the preventive measures against the spread of the Coronavirus, the daily 
mobile and fixed Internet traffic had increased by 66,000 Terabytes, a 33% increase over February's daily 
average9 and use of communications applications have more than doubled, led by You Tube10 . CITC has also 
awarded a 50% increase in the spectrum for mobile service providers to address such an increase.  

Ensured security of critical infrastructure11     

In partnership with various responsible national agencies for cybersecurity, Yesser maintains a high-alert team 
that works to protect the integrity of the government systems and to prevent any cyberattacks or data-security 
gaps via regular consequence-based engineering techniques. In April, Yesser teams have conducted 10 
comprehensive security assessments and responded to 20 significant cyber-attacks and penetration threats on 
the Government networks (Yesser, 2020).   
 
An awareness campaign was disseminated to ensure that citizens and public servants are prudent when 
ŀŎŎŜǎǎƛƴƎ ŀƴŘ ǳǎƛƴƎ ǘƘŜ ƎƻǾŜǊƴƳŜƴǘΩǎ ŘƛƎƛǘŀƭ ǎŜǊǾƛŎŜǎΦ !ƴ ƛƴŎǊŜŀǎŜd awareness on the importance of behavioral 
measures is essential with the increased vulnerability of cyber-attack in such situation of crisis. 

1.2. ENSURE BUSINESS CONTINUITY 

Digital technologies are essential for continuing public service delivery, ensuring access to information, and 
facilitating the crisis response.  In the weeks of March and April 2020, an increased demand for specific digital 
applications for teleworks, e-education, e-healthcare, electronic and mobile payments, e-commerce shopping, 
food delivery, and entertainment streaming services occurred. The availability of key digital services has helped 
in allowing people in self-isolation to remain connected and socially and economically active while at home. 
 
These digital tools and applications are also needed for minimizing disruption to school and work, ensuring 
business continuity in the face of physical distancing, and securing access to digital public services.  Therefore, 
an emphasis on securing reliability and business continuity of the Government services accessed through the 
national portal is vital. Yesser has undertaken a leading role in maintaining the service repository and enhancing 

 
 

 

8 GSMA, 2020.  
9 MCIT, 2020 
10 https://www.arabnews.com/node/1647396/saudi-arabia 
11 Critical infrastructure includes for example data centers; broadband networks; submarine cables.  

https://www.arabnews.com/node/1647396/saudi-arabia


   
 
 

14. | P a g e 
 
 

 

the speed of responsiveness to citizensΩ Řŀƛƭȅ requests for public services without leaving their homes.  This is 
revealed in activity statistics. 

Developed Public Platforms  

Yesser has played a key role in the last few years in developing an integrated and interoperable digital 
government applying a whole-of-government approach in KSA. The nature of a connected ecosystem of 
government, people, businesses, hospitals, schools and other public entities is being recognized as crucial to the 
required business continuity during this time of crisis. An integrated digital public (i.e. government) platform 
contributes to rationalizing IT spending by government entities to deliver safe, reliable and common efforts and 
to enable flexibility in sharing data and information between various government entities. In terms of shared 
infrastructure, more than 80 data centers have been merged by SDAIA in a national data bank.  The volume of 
service provided by government agencies since the start of the lockdown increased by 70 percent from the same 
period last year.12 

Provided E-Government Services and information for Citizens and Businesses 

GOV.SA is a national portal that provides e-government services online 24/7 for citizens, residents, businesses 
and visitors, where they can access over 3000 government services via omni-channels13. More than 1.3 million 
visits to GOV.SA were carried out in March; with half a million visits being completed in the last week of March 
when the curfew was applied. This remote access to government digital services enabled citizens to place their 
requests without the need to visit any government agencies premises, demonstrating the reliability of the 
ƎƻǾŜǊƴƳŜƴǘΩǎ ŘƛƎƛǘŀƭ services for standing effectively during this critical time.   
 

¶ A dedicated section for providing the latest information about Coronavirus was added to ensure clear 
access to COVID-19 information for citizens 

 

¶ A new e-service has recently been published to help citizens abroad who want to return home. 
According to the Ministry of Foreign Affairs, (82,893) requests were received and processed for this 
evacuation service in April.  

 

 
 

 

12 Mr. Omar Al Rajraji, Deputy Governor ς CITC  
13 This platform provides 3668 e-Government services and sub-services which are 96.3% of all government services.   
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Figure 11: GOV.SA portal with a new dedicated COVID-19 platform 

 
 

 
Figure 12: Increase of users on GOV.SA portal due to COVID-19 

 










































































