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EXECUTIVE SUMMARY
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In Saudi Arabia, along with countries such as Australia, Finland, Bahrain, South Korea, and the Ukgridgcade
investments in digital iméstructure, skillsaR LILX A OF GA2ya LINRPDGARSR 'y WAY(!
in lockdown for months. Home became the virtual workplace, school, primary health clinic, shopping service
and entertainment center. On April 30, G20 Ministers msgble for the DigittEconomy agreed on six areas

of cooperation which would leverage digital technologies and relevant digital policies to strengthen and
accelerate the collective response to COYD As part of thiplan, the creation of a connectedgecure, more
resilient, trusted and efficient-government is now viewed as an essential and instrumental component of
national response measures.

¢tKS 22NIR . IylQa LI NIGgSrNdert Piohramiehri odiSK Smart Savar@memt: S
Opporturities for Leapfrogging A Y A Wiak &pprdvesl$h February 2020. Its purpose is to provide a strategic
support to Yesser in assessititge current state of digital government in theountry, with a view to
recommending a roadap to achieving an advanceal/kl of digital maturity across the Kingdom, as envisaged
Ay GKS ylFrGA2yQa +AaA2y Hnono

With the dramatic societal and economic shifts forced by C&¥|Dhe planned fieldbased type of strategic
assessment pivoted to a vilassessment of the role th& A IA G I2FSNYYSyd KIF & L
immediate crisisresponse, as well as that of selected recognized leaders in digital government. It included a
comparison of their experienceand captured the likely impact ofa@elerated digital adoption othe new

normal in postCOVID times. An analytical framework was designed and data collection focused on
understanding the nature of the 6 pillars spanning business continuity capability enabled by established digital
foundations; and forward looking digit transformation effects on productivity, citize®ntric services, smart
government (andtlusters and cities); datalriven modelling and decisiemaking and lifestyleésee Figure 1.)

Analyzing current digital government's DIGITAL GOVERNMENT Providing insights and recommendations

immediate and short-term GOVID-19 COVID-19 RESPONSE: on the future of smart government

response measures: through the lens of GOVID-19 crisis:

1. Secure accessto digital infrastructure AN ANALYTICAL 4. Accelerate digital government

2. Bnsure business continuity FRAMEWORK transformation

3. Secure accessto information for 5. Improve user-centric service delivery
citizens and businesses 6. Scale digital capabilities

Figurel: Digital Government COVAI® Respnse: an analytical framework



The emphasis of PartchpturesYesser 2 S NY Y Sy (i -yom@ dighidl svigpért a@dyEontribution to
the overall COVHR9 response in KSAhiscoversthe first three pillars of the frama&ork. This snapshot in time
highlights the benefits and opportunities that a modern national digital infrastructure and capabitiprovide

to a country in responding to a massive public health crisisiasgcuring business continuity during social
distancing and extended homebed work. In Part I, the focus is on perspectives from KSA and other
stakeholdes and countries on the way forward for Digital Governmerbvering the last three pillars of the
framework. It builds on the lessons learnedrfréhe COVIDesponseand on the changes in mindset and digital
capabilities that have been accelerated during C@\MD

¢tKS FAYRAYIA KAIKEAIKG GKFEG Y{! Qa RAIAGIE F2dzyRI
19 lockdown measures by strengthening the communicatind health system,and in providing essential
business continuity capabilities. These havewriad high levels dfigitally enabledeliable homebased work;
e-learning and government-gervices for the bulk of the population. This situation echoes the réxpees of
Australia, Bahrain, Finland and United Kingdom wheithin a few days of govement declarations, the digital
infrastructure and government services delivesypportedentire populationsforced online in numbers and
levelsneverexperienced.n most countries, this exposed some systefde weaknesses in various sectors as
well asthose people who suffered digital exclusioihalsodemandedimmediateresponsa from governments

in terms of analogue complementPRolicy, law and regulatory revisie were achieved in days, not the usual
months; Artificial Intelligence (Al) and dadaivenmodelling and servicesere created; governments provided
computers and broadband access to disadvantaged populations; internet companies modified internet speeds;
whole-of-government coordination taskforces and National Cabinet Councils were estabtslmercome
traditional and inefficient boundaries between ministries and jurisdictipmide some typical examples.

Looking to the future, what has been understl to be digital government has changed forever. Leaders have
embraceddigital and learntwhat is possible, building new digital mindsets in the process. Citizens and
businesses are likely to want to retain their new digital experieng@sovation, degin and emerging
technologies will combine to accelerate the development of sewices and experiencéd'hole-of-nation and
whole-of-government decisionmaking will take advantage of Al and new sources of data; organizational
interoperability will be esstial to maintain high levels of responsiveness; privacy issues that haveeuirfa
during the COVH29 period with regard to tracing and trackiage forcing a new dialogueabout control and
trust; regulatory change and decay cycles will be faster; wigitadiinclusion and digital literacy for all people,
women, youth, immigrant wikers, low incomegroups forcing acknowledgement andction Such
interventions will ultimately overcome the widespread and current fragmentation of government and
leadership dthe digital agendaWe anticipatethat these will be the areas of adoption @meform that will be
needed in KSA and leading digitations

¢2 GKA& SyRT G(GKS ySEG LKF&AS 2F (GKS LI NIYSNAKALI 2y
initiative will finalize a digital government readiness assessment to complete the information gained from this
study; and will work closely witlhe Yesser team and the broader digital ecosystem in the Kingdom and region
to confirm the strategic milestoreeand capabilities needed for a strong digital economy and advaritezen
centereddigital society as projected in Vision 2030.
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The analysis in this report is based on research, interviews and consultations with Yesser seniandeam
externalstakeholersincludingnational, regional and international exper&e data on the response measures
in KSA are primarily gathered duringpnth of March andApril andare provided by Yessefhe findings also
benefit from analyzing digital natiof@smformed pracices for supporting immediate, mediuand longterm
recovery; as well aimsightsfrom an international webinar that was held onn&u16", to discuss the future of
digital governmenseenthrough the lens ofhe COVIBLY crisis. The webinf*d | @& ¢iirtured along the
lines of thesixpillars

This report has its limitationsTravel bans and curfews have limited the postybdf expanded consultations

on the ground and the opportunity to triangular the data and the findingertainaspects of he 6-pillar
framework have also not been covered. Finally tlee focus is mainly on digital governmematpabilities, the
report does not capture nor analyze the many medical and healthcare interventions for individual treatments
or the economic impact athis continuing crisislt is acknowledged that the situation and characteristics of
COVIEL9 spread have continued to change, esipdly with the reopening of the economy.
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INTRODUCTION

The Coronavirus (COWI®) pandemic is a crisis unlilay other experienced irthe last 100 yearsThespread
of infection hagriven asequence of eventsccurringat an overwhelming speed and scaléis hasesultedin

a massive public health consequanand at an individual level,Fagh degree of uncertainty, ginerise toa

sense ofdisorientationand anxiety anda feeling ofloss ofcontrol thatis demandingnsightful leadership

institutional strength, cultual and social valuesghe modernity of health systenisand an agile crisis
management response.

In terms of timeline, thdirst confirmed casevas foundin Chinaon Decembei™, 201%. The World Health
Organization (WHOJeclared COVHD9 a pandemic o March 11", 2020(Figure2). Governments in early
affected countries have adopted different responses in terms of scale and timeline of their immediate
emergency plansFHigure3). In the Kingdom of Saudirabia (KSA), a total of 8,274 confirmed cases were
announcedoby the Ministry of Health (I@H), and reported by Johns Hopkinsl@ Resourc€enter,to April 18"
(Figured). This number has exponentially increased to reach a witaR0,077 cases by end of April 2020
distributed across several clusters kit the KingdomFigure5). As of Joe 30", the Kingdom had 194,225
confirmed cases and 1698 deathnd 137,669 recoveréd

Dec. 31, 2019 Jan. 24th, 2020 Jan. 30th, 2020
Identified asanew Biidence suggests GCOMD-19 WHO dedlared the outbreak a
coronavirusinfection originates from wildlife public health emergency of
international concern
O » QOVID-19

»

Dec. 7th, 2019 Jan. 5, 2020 Jan. 25, 2020 A Feb. 4th, 2020
Thefirgt confirmed case Dr. Zhang obtained the full ﬂq E Beijing, Shanghai and other ﬁ MWulcan Hill Hospital in Wuhan
found in Wuhan, China sequence of the viral nucleic ;] placesinitiated first-level began to accept COMD-19

acid response patients

Figure2:Timeline of COVHDO spread (WHO, 2020)

1 https://asialink.unimelb.edu.au/insights/whipeatingvirus-pandemicsrequiresleadershipfrom-asia
2 https://www.mdpi.com/19994915/12/2/244/htm
3 https://coronavirus.jhu.edu/map.html
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Figure4: Number of Total Cases in KSA: confirmed, recowrédieahs (MOH, 2020)

Digital technologiesand capabilitiescan help prevent, detect and respond to the COVID pandemicand
ensure businessand socialcontinuity. Digtal technologies will also be crucial in the rebuilding of economies
and societiesn the postCOVID eralhe COVIR9 outbreak has forced governments around the world to shift
towardsa morevirtual worldthrough digital platforms and service deliverJhe gamechanging role of digital
technologesin prevention, detectiopresponseandrecoveryhas been demonstrated iparticular, in countries
that hadexperienced previouspidemicsand/or pandemicsandconfrontedthe COVIBL9 outbreaks earkpn,
most notably South Koreas well as those that aetl on expert epidemiological advice aimtierventions, now
responsible for manyse cases around the world.
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Figureb: Distribution of the total cases of COVID in KSA (GOV.Sa)

The KSAGovernment moved decisively toaddress the unprecedented effects and consequenadsthe
coronavirus(COVIEL9) global pandemic crisi§his move wasvidenced by its decision farevent overseas
travelersfrom visiting Meccaand Medinastartingin Februaryand takingimmediate measuwgs to ensure the
safety of its citizens and residerthrough curfews and social distancing decision for suspending attendance

at workplaces in all government agencies, except for critical functions (i.e. health, security, military and
cybersecurity), was taken on March16

Digital Transformation and Digital Government in KSA:

The KSA has achieved a high level of digitadtanity over the last two decadesand these technology
investments have paid off in terms of effectingthe country@ COVIB19 responseleveraging on digital
technologes. Ninety three percent of the total population of the Kingdom are Internet users, and 73 percent
are conducting online purchasestiw any devicesThese digital capalities enabledthe fast andimmense
change to economic and social life the Kingdeunuiredin the lastmonths They haveroven to providea solid
foundation for contributing to the COVIEL9 emergencyresponseand for ensuring businesand social
continuity. At this critical time, Yesseand the whole Ministry of Communications and Information Technology
(MCIT) hasaleadershipopportunity to amplify the effectiveness of ti2 2 @ S NJ/ eSpghaeineasures.
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The fothcoming biannual UNDES2020 eGovernment Survey Report will provide important external
comparisonthrough itsA y G SNy I G A2y | f | capadites ahoysiiion vithin thie{ régiari and
globally.

The scope of digital transformation in KSAhiased on astrategy that sets aspirational targets for digitalizing
KSA within the context o¥/ision 2030 This national digital transformation strategy (NDTS) identifies six priority
sectors which have higlosio-economic impact and disruption potential within KSA. It also identifies the key
digital enablers that define standards and provide glacapabilities across data, securigyiGoverrment, Al,
infrastructure and connectivity to fulfil the digital reqements of these Priority Secto(Bigure6).

Mational Digital Transformation Strategy
Vision, Mission and aspirational Objectives

Priority Sectors

e-Government

Digital Digital Industry 4.0 Smart City Digital
Education Health Tourism Pn'oritv
and Culture Sactors
2
Mational Data E Digital
i; Enablers
4]

ICT Sector

Telecom Market IT & Emerging Tech Market

Policy & Regulation Infrastructure
Funding & Private sector investment ICT Human Capital ICT RED and Innovation

Artificial Intelligence / Machine Learning

| it ————

I Mew - added recently B E-Government

Figure6: National Digital Transformatio Strategy (NDTS)

Over the last 15 years, the Saudi@&yvernment Program (Yesser) has evolved and developed thketon
plans. The Third Action Plan (2018 intends to build upon the outcomes and approaches that have been
introduced earlierfigure7). According toressefthe program is led by a Direct@seneral, and the organization
consists of 6 sectorand 267 staff with over 100 experts and specialidtesser has also establisheeveral
partnerships with technology indtry leaders and leverages the expertise of savéechnical advisers.
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The establishment of Yesser The First Action Plan The Second Action Plan The Third Action Plan

® Sep2005 ® 2006- 2010

Figure7:, SaasSNna ! OldAazy LX I ya

The Ministry of Communications and Information Technology (MCIT) establishee@bgernment Program in

2005 in conjunctionwith the Ministry of Finance and the Communicat and Information Technology
Commission (CITC). Supervision over H@ogernment Program (Yesser) has been transferred to the National
Committee for Digital Transformation which was constituted pursuattiéoRoyal Order nd1/43801560) and

dated 1/171438H, presided by the Minister of Economy and Planning. The Order provided that Minister of
Communications and Information Technology is a member and vice president of the said Committee with
membership ofMinister of Health, Minister of Commerce and/éistment, Minister of Energy, Industry and
Mineral Resources, Minister of Education, Minister of Finance, and Director of National Information, Center
among others. The royal order alsbighlightedthat a urit under the name ofiDigital Transformation Utd
AaKIfft 0SS F2NN¥SR gA0GK adzZLlSNBAAAZ2Y 2F (GKS /2YYAUGGSS¢
to be then a member and secretary of the Committee.

BOX1: Yesser mandate and MCIT enabling role

Yesser was established in 2005 witmiasion to raise the productivity anfligiency of the

public sector, provide better services to individuals and businesses, increase inve
returns and provide the required information with high accuracy and in a timely me
Digital transformationis a key enabler in realizing SaudigAb i a 6 s Vigedred
toward creating a vibrant society, a thriving economy and an ambitiousaidailding

a digital society, a digital economy and a digital nation. The National Committee for C
Trandormation is responsible for coordinagi the national efforts on digital transformatic
including formulating policies and strategies, developing plans and ensuring integra
related initiatives and accelerate the implementation of digital trandiormaitiatives led
by the Governmergntities.As such the responsibility forgovernment is shared across .
Ministries and agencies.

Bb.|Page






PART ARESPONSRAMEWORK

Whilst the focus in the short term igo react andstrengthen the national healthcare system to address the
crisis,digital government is increasingly performing an important role smsure continuity of business ad
delivery of government serviceolicymakers are weighing a crucial tradeoff: economatscof switching an
economy to gphysicallydistant mode using digital tools where possible, against the benefits of slowing the
LI YRSYAOQA & LINBIcURE. OYiaR intdrfatiotall cBgginizatighs dadsoaggregatingknowledge

on potential Digial Government COVHD9 responss with UNDESA recentlgublishinga digital government
framework with an emphasis on poliogsponsegFigure).

DIGITAL GOVERNMENT POLICY RESPONSE TO COVID-19

w Use digital platforms (e.g. online portals, social media for

SHORT-TERM : accurate and timely information-sharing
' w Lead two-way communication with people and foster e-
REACT participation (e.g. hackathons, brainstorming events)

w Protect people's privacy and sensitive data and take into
consideration unintended consequences of technologies

w Form effective multi-stakeholder partnerships (e.g.
MID-TERM: private sector, international organizations, academia)
on national, regional, and local levels

RESO LV E w Leverage lessons learned and policy ideas from the

ongoing crisis

w Invest in innovative technologies (e.g. Al
. c blockchain, robots, drones) to increase resilience
HONIE~ TR of healthcare, the national economy and public
services
w Revisit data protection and privacy legislation
along with lessons learned

REINVENT

Figure8: Adapted fromDigital Government Policy Response to CAIJN DESA, 2020)

Digital Government remains a core enabléar securing digital public serds that allow citizens to live with
COVIBL9related respnse measuresvhilst undertakingtheir daily activitieswithout leaving their homes. It
also provides digital applications and tools that are needed for education and remote wsukadsandoffices
close. Governments able to capitalize on their digititastructure, the applications and platforms, theatdd

4 Digital Planet, 202Mttps://sites.tufts.edu/digitalplanet/howcountriesaroundthe-world-are-preparedto-work-in-a-
sociallydistantmode-usingdigitattechnologies/
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tools and the integrated processes and data behind the public services are thence eddiedn andmprove
the resilience of the state and manage the CO8Desponse simultaneously.

The emhasis in Part | of the report is on analyzing the cuirenRA A G F £ T2 BSNY Y S4inQ a
COVIEL9 response.

THE CURRENT STATUS

Analyzing current digital government's DIGITAL GOVERNMENT Providing insights and recommendations

immediate and short-term GOVID-19 COVID-19 RESPONSE: on the future of smart government

response measures: through the lens of GOVID-19 crisis:

1. Secure accessto digital infrastructure AN ANALYTICAL 4. Accelerate digital government

2. Ensure business continuity FRAMEWORK transformation

3. Secure accessto information for 5. Improve user-centric service delivery
citizens and businesses 6. Scale digital capabilities

Figure9: Digital Government COUD® Response: an analytical framewefkhe current status

1.1 SECURECCESS TO DIGITAL INFRASTRUCTURE

Digitalinfrastructure® and digitally enabledservices and applications are essential to mitigate and contain the
spread of COVIRLY; cope withphysicaldistancing measuresand ensure business continuity of government
community and private sect@. Unlike other public health crises, CO\MMDcan infect every persomand
therefore the most effective responsettsrough virtual communicatiorchannelghat are delivered over good
guality and resilient broadband infrastructueaxd usng online digital services/productsrailableto everyone

¢t KS D2@SNYYSyilQa,iRladihg goveinmehtypatidims andserOradiabliokocessesind
storesthe data that underpins the integrity of important government functions aablic information systems.

Globally, @vernments andcompanies haveesponded tothis massive telecommunications and data demand
during the COVIEL9 period by: increasing speedand data capacity, providing free services, opening up
spectrum,enhancednetwork management, facilitating remote learning and continuity of business services,
facilitating integrated data sharing and facilitating mobile money transastidBoing forward this callsfor

5 Digital infrastructure includeBroadband networks, datacenters, cloud computing services, and voice networks in
certain countries.
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changes in network configuration, use of supplementary texdbgies, and access to available government
infrastructure and resources to provide the needed connectivity.

Cybersecuritanddataprotection

According to the 10U Global Cybersecurity Index 2018 Saudi Arabia is the top ranked country in the Arab States
with the highest score in the capacity building pillar and ranked as number 13 globally. Saudi Arabia shows a
strong commitment to Cybersecurity capabilities witramy initiatives, including the BADIR (Program for
technology incubator), the MAEEN (SaudidResh and Innovation Network) and the SAFCSP (Saudi Federation
for Cyber Security and Programming).

Data traffic hasgenerallyincreased byat least than 20%° since Marchin KSA The telecommunications
regulator CITC swiftlginforcedthe appropriatechanges in network configuratioenabled telecom regulators

to ease thause of supplementary technologies, and access to available government infrastructure and resources
to provide the needed connectivity.

Vulnerability of digital communications to cyhsecurity threatsis also becoming moreevident given the
increased usef digital communications This is particularly important for the health sector, including portals
providing information on COVADY, as well as digital transactions in general, whethey befor e-commerce
platforms, mobile money or other servicsat haveincreased in popularity

COVIBL9 related cyberattacks began appearingincelate January2020and have spread quicklyit is widely
acknowledged bythe expert community and gblic institutions globally thamaliciousactors are actively
exploiting these new challenging circumstances to target remote workers, businesses and individuals alike.
Reportedly cyberattackdaveincreased 150% on the healthcaystgem since January 20according to WHO

Broadband networkandinternet speed

Today, 91% of the populatiom KSAs covered by mobile broadband 4G networkBhe Kingdom is one of the

first countries to deploy an infrastructure whichriecessary to ensure 5G service anihvgsting in 6500 new
towers, essential for the shorter radio wavelengths to provide effective coverage. Also, the speed of mobile
Internet has multiplied about 5 times recently to reach 59.24 Mbps. This is due nmathly freeing up of more

than 1100 GH from the frequency spectrum and making it available to operators, including Saudi Telecom

6 http://pubdocs.worldbank.org/en/788991588006445890/Speedb@artnersCOVIBL9-DigitatDevelopmentJoint
Action-Plan.pdf
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Company (STC), Mobily and Zain K&Awell as Mobile Virtual Network Operators (MVNGOd)is has been of
benefitto the population with the requirement for homévasedisolation

In terms of fixed broadband, KSWas well prepared The country has recentlgonnected Imillion homes to
fiber-to-the-home (FTTH) services in the period 2@D718.A total of more than 3 million hongeare currently
connected inthe coumy.! OO2NRAYy 3 (G2 {LISSRGSad LyGaStftAaSyOoSz &
broadband increased 97.2% in the same peripd- dzZRA ! NI 6 A+ Qa4 FAESR ONRLI ROl yF
than several other countrieis the last few years anldascontinued maintaining a relatively highpeed despite
increase in demand due to the COMID crisisSaudi Arabia recently increasdte mobile data frequency by

30%/

ill Mobile = Fixed Broadband

Rank Download @ Upload Rank Download @ Upload

10 592 1733 50 4056 2271

FigurelO: Saudi Mobile and Fixed Broadband Speed, andaGRamking (SpeedTest, 2020)

The country is currently experienciag increased demand in data and voice traffic over broadband networks
(mobile and fixed) and platforranabled digital services consumption patterns. This increase usually creates
congeston and may impact quality of service in residential locations, which aféect the capability of

7 Mr. OmarAl Rajrajj Deputy Gogrnor- CITC

12| Page



government communications systems to respond to the crisis. In certain countries that implemented social
distancing, voice calls have almost trigled

In the lastweek of March 2020the Communications and Information Technology Commission (€&\f€a)led

that since the implementation of the preventive measures against the spread of the Coronavirus, the daily
mobile and fixed Internet traffitiad increased by66,000 Terabytes, a 33%cnease over February's daily
averagé and use of communications applications have more than doubled, led by Yol T@&C has also
awarded a 50% increase in the spectrum for mobile service providers to addresansoctease

Ensured security afiticalinfrastructuré

In partnership with various responsible national agenciesytaersecurity Yesser maintains a higtiert team
that worksto protect the integrity of the government systems atwdprevent any cyberattackor datasecurity
gaps viaregular consequencbased engineering techniquesn April, Yesser teams have conducted 10
comprehensive security assessments and responded to 20 significantaiydeks and penetration threats on
the Government networkgYessr, 2020.

An awareness campaign was disseminated to ensure that citizens and public servants are prudent when
FOO0S&daaAy3a yR dzaiy3a (KS 32 odaNdferdSsion aimparfamta af hehavicrad NI
measures is essential with thecreased vulneraibity of cyberattack in such situation of crisis.

1.2 ENSURE BUSINESS CONTINUITY

Digital technologies are essential for continuing public service delivery, ensuring access to information, and
facilitating the crisis responseln the we&sof March and April 2020an increased demand for specific digital
applications for teleworkss-education,e-healthcare, electronic and mobile paymentsc@nmerce shopping,
food delivery, and entertainment streaming servicesurred.The availabilityf key digital servicesashelped

in allowing people in sekisolation to remain connected and socially and economically active while at home.

These digital tools and applications are also needed for minimizing disruption to school and veodyring
business continuity in the face of physical distancing, and securing access to digital public serVibesefore,
an emphasis on securing reliability and business continuity of the Government seacicessedhrough the
national portal is vith Yesser haundertakena leading role in maintaining the service repository and enhancing

8 GSMA, 2020.

9MCIT, 2020

10 https://www.arabnews.com/node/1647396/saudirabia

11 Critical infrastructure includes for examplata centers; broadband networks; submarinéies

13| Page


https://www.arabnews.com/node/1647396/saudi-arabia

the speed of responsiveness to citizéns Rregldstsfor public servicesvithout leaving their homesThis is
revealed in activity statistics.

DevelopedPublicPlatforms

Yesser has played a key role in the last few years in developing an integrated and interoperable digital
government applyinga wholeof-government approach in KSA. The nature of a connected ecosystem of
government, people, businesses, hospitals, schooloémetr public entities ideing recognized as crucialtte
required business continuity during this time of crisfm integrateddigital public (i.e.governmen) platform
contributes to rationalizing IT spendibyg government entitieto deliversafe,reliableandcommonefforts and

to enableflexibility in sharingdata and information betweerarious government entitiedn terms ofshared
infrastructure, more thar80 data centershave beemmergedby SDAIA in a national data bankhe volume of
serviceprovided by government agencies since the start of the lockdown increased by 70 percent from the same
period last yeat?

Provided EsovernmeniServicesind informatiorfor Citizens and Businesses

GOV.SA is a national portal that provide-government senices online 24/7 for citizens, residents, businesses
and visitors where they can accesser 3000government services viamni-channel$®. More than 1.3 million
visits to GOV.Swere carried out in Marchwith half a million visitbeingcompletedin the kst week of March
whenthe curfewwasapplied This remote access to government digital services enabled citizens talpdérce
requestswithout the needto visit any government agenciepremises, demonstratinghe reliability of the
32 @S NY Y S ysérdlces faR dtamhding effectively during this critical time.

1 A dedicated section for providing the latest information about Coronavimas added to ensurelear
access to COVAD® information for citizens

1 A new eservice has recently been published fteelp citizens abroad who want to return home
According to the Ministry of Foreign Affai(82,893)requests were received and processed for this
evacuationservice inApril.

12 Mr. OmarAl Rajrajj Deputy Governog CITC
B This platform provides 3668@overnment services and services which are 96.3% of all government services.
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Figurell: GOV.SA portal with a new dedicated COlADplatform

Figurel2: Increase of users on GOV.SA portal due to GO¥/I1D
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